BEWARE PHISHING
Don’t get hooked!

What is phishing?
Phishing is a type of deception known as "social engineering" designed to steal your personal data such as credit card numbers, passwords, UniPass or other sensitive information. Con artists might send you an email that appears to come from a website that you trust, like the IT at UNSW Service Desk, a UNSW Faculty, your bank or your credit card company. The email may ask you to provide your password details via return email or by clicking on a URL link which may look like a valid UNSW website.

What to do if you receive a phishing email.
Never send your UniMail or UniPass details via email; the IT at UNSW Service Desk will never ask for your password or other such information. Don’t click links in the email; they cannot be trusted.

If you believe you have received a phishing email, please let us know so that we can alert others. Call us on x51333 or email us at servicedesk@unsw.edu.au.

For further information, visit http://www.it.unsw.edu.au/